IIBGA
CHILDREN’S INTERNET PROTECTION ACT


The district shall implement the Children’s Internet Protection Act (CIPA).  The superintendent shall develop a plan to implement the Children’s Internet Protection Act.  This plan shall be on file with the board clerk and in each school office with Internet access, and copies shall be available.  The superintendent shall ensure compliance with CIPA by completing Federal Communication Commission forms as required.
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Children’s Internet Protection Act (CIPA) PLAN

The USD 314 plan shall, at a minimum:

· provide reasonable public notice including at least one public hearing;

· install blocks or Internet filters to limit access by both minors and adults to child pornography or materials that are obscene, inappropriate or harmful;

· monitor the on-line activities of minors;

· address issues related to the safety of minors when using e-mail, chat rooms, and other electronic communication;

· hinder unauthorized access (hacking) and other unlawful on-line activities by minors; and

· prevent unauthorized disclosure of personal information regarding minors.
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